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1. BBEOEHUE

[o6po noxanoBatb B NEW LIGHT CONSULTING
L.L.C ("KomnaHusa", "mbl", "Hac" unun "Haw"). 3awuta
Balleh KOHMOeHUmanbHOCTM U obecneyeHune
Ge3onacHOCTM  BalMX  MEepCOHarnbHbIX  AAHHBLIX
ABMNAETCA OLHUM M3 HALUMX FMaBHbIX NpuopuTeToB. B
NEW LIGHT CONSULTING L.L.C Mbl
paccmaTpuMBaeM 3alUMUTy [OaHHbIX He TOMbKO Kak
lopuandeckoe 006s3aTenbCTBO, HO M Kak KIo4eBOK
3M1eEMEHT [OBEPUTENbHbIX OTHOLIEHUA C HalMMM
nonb3oBaTeNnaMN. Hacroswas MNMonuTtnka
KOHDMAEHUMANbHOCTN OMNUCbIBAET MEPbl, KOTOpble
Mbl  NpeanpvHMMaemM AN OTBETCTBEHHOMO U
npo3padHoro obpalleHus ¢ BawuMW OaHHbIMK, B
MOSTHOM COOTBETCTBMM C B MOJSIHOM COOTBETCTBMU C
denepanbHbim gekpeTt-3akoHoM OAD Ne 45 ot 2021
roga "O 3awuTe nepcoHanbHbIX AaHHbIX", a Takke B
yactn obpaboTKn, OCYLLECTBNSIEMON Ha TeppuTopun
Poccunckon depnepauyun c NOMNoXeHUs M1
depepanbHoro 3akoHa Ne 152-d3 "O nepcoHanbHbIX
OaHHbIX", B 00bEMe, NpeayCMOTPEHHOM [LOroBOPOM
nopy4eHusi o6paboTkmn NnepcoHanbHbIX OAHHbIX.

Monb3ysicb  Hawwum  BebG-calToM, MOGUNbHBLIMU
NPUNOXEHNSIMMU, npogyktamMm  Wnu  ycnyramu
("Cepsuchl"), Bbl noaTBepXaaerTe, yTOo
O3HaAKOMWIIUCb, TMOHANW M cornawaeTecb C

npakTuKkamu, OnuncaHHbIMM B AaHHou [lonutuke
KOHuaeHumanbHoctTu. Ecnn Bbl He cornacHbl C
OaHHor  [lonuTukon, noxanymcra, npekpaTute
ucnonb3oBaHMe Hawmx CepBUCOB M CBSXUTECH C
HaMW 4115 NOfy4YeHns pasbACHEHUN.

HanHasa lMonutnka KoHUaeHUMansHOCTU oTpaxaeT
Hally MPUBEPXKEHHOCTb MPUHUMMAM NPO3PaqYHOCTH,
OTBETCTBEHHOCTU U NPEeAOCTaBNEHNs NoNb30oBaTENsAM
BO3MOXXHOCTEW ynpaBreHnsi CBOMMM JaHHbIMU. Hawa
NnpoakTUBHas nosunuus B OTHOLUEHUN
KOHpNaeHUManbHOCTH rapaHTupyer, YyTO  BHbI
NMONMHOCTLIO NOHMMAETE CBOM NMpaBa U Mepbl, KOTOpble
Mbl NpeanpuUHMMaem gnst X 3aWwuTbl. TOT AOKYMEHT
SIBNSAETCA 4acCTbi0 HalUEW MUCCUM MO YKPEMNMeHuo
OOBeEpUs M JONTOCPOYHOrO  COTpyAHMYEecTBa C
HaLUMMM NMonb3oBaTensMu.

1.1 KntoueBble NpyHUMbI 06paboTkn gaHHbIX

Mpn obpaboTke BalMX NEPCOHAsbHbIX AaHHbLIX Mbl

PYKOBOACTBYEMCS cnenyoLwmumMm KIHO4EBbIMY
NPUHLUMNAMU:  3aKOHHOCTb U CMpaBeAnuBOCTb,
obecrneunBass 06paboOTKy AaHHbIX TOMbKO  Ha

3aKOHHbIX OCHOBAHMSX W YeCTHbIM  Ccnocobowm;
NpO3payHOCTb, MPEAOCTaBNASA MOMHY MHAOPMALIMIO
O TOM, KakK MCMomnb3ylTCs BallM  [aAHHbIE;
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1. INTRODUCTION

Welcome to NEW LIGHT CONSULTING L.L.C. ("the
Company", "we", "us", or "our"). Protecting your
privacy and ensuring the security of your personal
data is one of our top priorities. At NEW LIGHT
CONSULTING L.L.C., we view data protection not
only as a legal obligation, but also as a fundamental
part of the trust-based relationship we build with our
users.

This Privacy Policy outlines the measures we take to
handle your data responsibly and transparently, in full
compliance with Federal Decree-Law No. 45 of 2021
of the United Arab Emirates on the Protection of
Personal Data, as well as, where applicable, Federal
Law No. 152-FZ of the Russian Federation on
Personal Data with respect to data processing
conducted within the territory of the Russian
Federation.

By accessing or using our website, mobile
applications, products, or services ("Services"), you
confirm that you have read, understood, and agree to
the practices described in this Privacy Policy. If you
do not agree, please cease using our Services and
contact us for further clarification or support.

This Privacy Policy reflects our commitment to
transparency, accountability, and user empowerment.
Our proactive approach to privacy ensures that you
understand your rights and the comprehensive
measures we implement to protect them. This
document is part of our mission to foster long-lasting
trust and collaboration with our users.

When processing your personal data, we adhere to
the following key principles: legality and fairness,
ensuring that data is processed only on lawful
grounds and in an honest manner; transparency,
providing complete information about how your data
is used; data minimization, collecting only what is
genuinely necessary for the stated purposes;
purpose limitation, using data exclusively for the
purposes you have been informed about; accuracy,
maintaining the relevance and reliability of the data;
storage limitation, keeping it no longer than
necessary; integrity and confidentiality, ensuring
robust protection of your data; and accountability,
taking responsibility for complying with all these
principles.

1.1 Key Principles of Data Processing

When processing your personal data, we adhere to
the following key principles: legality and fairness,
ensuring data processing is conducted only on lawful



MUHUMM3AUUS OaHHbIX, cobupasi TOMbKO TO, 4TO
OencTBuTenbHO  HeobxogumMo  And  3asiBNEHHbIX
uenen; orpaHuyeHne Uuenewn, WCNonb3ys AaHHble
UCKITIYUTENBHO ANa TeX Lenen, O KOTOpbIX Bac
nNpouHopMupoBany; TOYHOCTb, nogaepxusas
aKTyanbHOCTb " [OCTOBEPHOCTb OaHHbIX;
orpaHVyeHne XpaHEeHUsl, COXPaHAs UX He Aonblue,
yem aTo HeobXxoaMMO; LieNoCTHOCTb n
KoHdmMaeHUmaneHoCcTb, obecneuynBas  HaOeXHYyHo
3alWMTY [JaHHbIX; a Takke MNOOOTYETHOCTb, Hecs
OTBETCTBEHHOCTb 3a cobniogeHune BCEX
nepevnCcneHHbIX NPUHLMMNOB.

1.2 O6nacTb NPUMEHEHUS NOMNUTUKN

Hactosiwaa [lonutMka npuMMeEHsieTca KO  BCeM
nepcoHanbHbIM AaHHbIM, KOTOpblEe Mbl MOMy4aem U
obpabaTbiBaem 4epe3 Haw Beb-canT, MoOOWNbHbIE
NPUIMOXEHNs,, KOMMYHUKauum € knveHtamu (email,
TenedoH, 4aT), counanbHble CETU, MECCEHIKEPDI U
odnanH-e3anmogencTens. Kpome Toro, obpabotka

AaHHbIX MOXEeT BKIO4aTb Vchbopmau,mo,
Nnony4YeHHyro OT TpeTbuxX nuy C Ballero cornacua.
Bce onepauuMn C nepcoHarnbHbiIMXW  OAHHbLIMU
OCYyLLEeCTBNAKTCA C ncnonb3oBaHNeEM

cepTMduumMpoBaHHbix nnatdopm, Bkntoyas Tilda,
GetCourse, SaleBot, Kommo, TimeWeb.Cloud u
apyrme  cuctembl,  obecrneymBalroliMe  BbICOKME
CcTaHZapTbl 6e3onacHocTK " COOTBETCTBME
TpeboBaHuAM 3akoHogaTtenbcTea. B cooTBeTCTBMM C
TpeboBaHMAMM  POCCUMICKOrO  3aKOHOOATENbCTBA,
[JaHHble rpaxkgaH Poccuiickon denepaumm
3anuCbIBalOTCsl, CUCTEMATU3UPYIOTCH, XPaHATCA W
obpabaTtbiBalOTCs € MCMNOMb30BaHWEM CepBEpPOB,
pacnonoXeHHbIX Ha TeppuTopun P®, B TOM uyucne
npegocrtaenenHblx TimeWeb.Cloud. [Ona gaHHbIX,
obpabaTtbiBaembix 3a npegenamm PO, ncnonbayorcs
cepBepbl B O6beanHeHHbIX Apabckux Omuparax u
VpnaHamm c y4eToM MeXOyHapoAHbIX CTaHOapToB
©e30nacHOCTMW.

2. OCHOBHBbIE NMOHATUA

2.1 ABTOMaTtusnpoBaHHasi 06paboTka faHHbIX
O6paboTtka nepcoHanbHbIX AaHHbIX c
NCNONb30BaHWEM BbIYUCIIMTENBHBLIX TEXHONornn 6es
HEMOCPEACTBEHHOIO  y4acTusi  4yenoeeka.  3TO
nossonsaet Oornee 3 EKTUBHO ynpaendatb
bonbwyMyn ob6bemMamMu OaHHbIX U MUHMMWU3VPOBATb
PYCK YerioBe4ECKON oLwnbKku.

2.2 bnokupoBaHune nepcoHarsbHbIX JaHHbIX
BpemeHHOe npekpalieHve obpaboTkum AaHHbIX (3a
WCKIMIOYEHMEM  CNy4aeB, HeobXoauMbiX AN ux
YTO4YHeHus). JTa Mepa  uUcnonb3yerca  Ans
npeaoTspaLleHnsa AoCTyna K JaHHbIM 0 YCTpaHeHUs
BO3HMKLLMX BOMPOCOB UINN UHLMAEHTOB.

2.3 Beb-cant

grounds and in an honest manner; transparency,
providing full information on how your data is used;
data minimization, collecting only what is genuinely
necessary for the stated purposes; purpose limitation,
using data solely for the purposes you have been
informed about; accuracy, maintaining the relevance
and reliability of the data; storage limitation, retaining
data no longer than necessary; integrity and
confidentiality, ensuring robust protection of data; and
accountability, taking full responsibility for compliance
with all the listed principles.

1.2 Scope of the Policy

This Privacy Policy applies to all personal data that
we collect and process through our website, mobile
applications, customer communications (email,
phone, chat), social media, messaging services, and
offline interactions. Additionally, data processing may
include information received from third parties with
your consent. All personal data operations are carried
out using certified platforms, including Tilda,
GetCourse, SaleBot, Kommo, TimeWeb.Cloud, and
other systems that ensure high security standards
and regulatory compliance.

In accordance with Russian law requirements, data of
Russian Federation citizens is recorded, organized,
stored, and processed using servers located within
the Russian Federation, including those provided by
TimeWeb.Cloud. For data processed outside Russia,
servers in the United Arab Emirates and Ireland are
used in compliance with international security
standards.

2. DEFINITIONS

2.1 Automated Data Processing

Processing personal data using computing
technologies to perform operations without direct
human intervention.

2.2 Blocking of Personal Data

Temporary suspension of data processing activities
(except for cases required for data clarification).

2.3 Website

A collection of graphical, informational materials, and
software hosted on the internet, accessible via the
URL: https://leonidtalpis.com!/.

2.4 Personal Data Information System

A database of personal data combined with technical
tools and technologies used for processing.



https://leonidtalpis.com/

CoBOKyMHOCTb  rpacpuyeckmx 1 UHEOPMAaLMOHHBIX
mMaTepuanos, nporpammHoro obecnevyeHns un 6a3
OaHHbIX, pasMeLleHHbIX B WHTEpHeTe no agpecy

https://leonidtalpis.com/. © BeG-caiiT  sBnseTcs
OCHOBHbIM WHCTPYMEHTOM B3aUMOZENCTBUS
KomnaHum ¢ nonb3oBaTensimu.

2.4 WHdopmaumoHHaa cucTeMa nepcoHarnbHbIX
OaHHbIX

basa AaHHbIX MepcoHasnbHbIX  OaHHbIX B

COBOKYMHOCTM C TEXHUYECKUMWU CPELACTBAMMU  MX
obpaboTkn. OHa BkNtoYaeT cucteMbl 6e3onacHocCTH,

KoTopble 3awuLalT JaHHble oT
HeCaHKLUMOHNPOBAHHOO AOCTyna.

2.5 ObesnuumBaHne gaHHbIX

HernictBus, KoTopble JenawoTt JaHHble

HenepcoHNMUUNPOBaHHLIMM  ©e3  MCMOoNb30BaHUS
OOMONHUTENBbHOW WHopMaumn. OTO BaxHas mepa
ana  obecnedyeHusa  KOHUAEHUMANBHOCTU  MpU
aHanuTu4eckon obpaboTke AaHHbIX.

2.6 O6paboTka NnepcoHanbHbIX aHHbIX

Jlioboe penctBue wmnmu COBOKYMHOCTb AEWCTBUM C
nepcoHanbHbIMW AaHHLIMK, BKIHoYasd cOop, 3anuce,
cucTemaTtumaaumio, XpaHeHwe, YyTOYHEHNE,
ncnonb3oBaHue, nepegaqy, yoaneHue unm
yHUYTOXEHME. Bce OeicTBUst CTpOro COOTBETCTBYHOT
NpaBoOBbIM HOpMaM.

2.7 Onepatop

Jlvuo wnu opraHusauus, onpegensiowias Lenu u
cpenctea 06paboTku  MepCcoHanbHbIX  OaHHbIX U
OTBETCTBEHHOE 3a peanusauuio AaHHon [lonuTuku.
NEW LIGHT CONSULTING L.L.C. BbicTynaert B ponu
onepaTopa nepcoHarnbHbIX AaHHbBIX B COOTBETCTBUM C
3aKoHo4aTeNnbCTBOM OA3 wn  nNpMMeHUMBIMU
MexayHapogHbeiMM Hopmamu. pyn 3ToM, B pamMkax
paboTbl C nonb3oBaTtensMM  Ha  TeEppUTOPUU
Poccunckon denepauun, KomnaHwus MOXET
nepegaesatb 006paboTKy NepCoHanbHbIX  AaHHbIX
YNOMHOMOYEHHOMY  POCCUMICKOMY oOnepatopy Ha
OCHOBaHWM  3aKIYEHHOro JOroBopa MOpPyYeHus,
OENCTByIOWEro B COOTBETCTBUM C TpeboBaHWsMM
depepanbHoro 3akoHa Ne 152-93.

2.8 lNepcoHanbHbIe AaHHbIe

Jlobas wuHdopmaums, MpAMO WU KOCBEHHO
OTHOCSALasACA K MageHTuduumMpyeMomMmy unsmyeckomy
nuuy. MNepcoHanbHble OaHHblE MOTYT BKIHOYaTb Kak

KOHTaKTHYyI0 WMHGOpMaUMio, Tak W [OaHHble O
noseaeHnn Nonb3oBaTens.
2.9 Cookies

Hebonbline TekcToBble annbl, COXpaHsemble Ha
YCTPONCTBE MOMb30BaTensi Ans pacno3HaBaHWs ero
Opaysepa W 3anOMVHaHWA NPEANnoOYTEHUR nNpwu
nocetlieHmmn Beb-canta. Cookies moMorarT ynyylmTb
Nornb30BaTeNbCKUN onbIT " aHanManpoBarb
noBedeHNe Ha canTe.

2.5 Anonymization

Actions that render personal data unidentifiable
without additional information.

2.6 Processing of Personal Data

Any operation or set of operations performed on
personal data, including collection, recording,
organization, storage, retrieval, use, disclosure, or
destruction, using automated or manual methods.

2.7 Operator

An individual or entity that determines the purposes
and means of processing personal data and is
responsible for implementing this Policy. NEW LIGHT
CONSULTING L.L.C. acts as the data controller in
accordance with the laws of the United Arab Emirates
and applicable international regulations. At the same
time, when working with users located in the territory
of the Russian Federation, the Company may
transfer the processing of personal data to an
authorized Russian operator based on a data
processing agreement executed in compliance with
Federal Law No. 152-FZ of the Russian Federation.
2.8 Personal Data

Any information that directly or indirectly relates to an
identifiable individual.

2.9 Cookies

Small text files stored on a user’s device to recognize
their browser and remember preferences during their
visit to the website.
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3. DAHHbIE, KOTOPbIE Mbl COBUPAEM

Ons  npepocTaBneHuMst U yrydleHusl  Haliux
CepBucoB Mbl  cobupaem  pasfnunyHble  BuAbl
nepcoHanbHbIX AdaHHbIX. Hawa npaktnka cbopa
OaHHbIX CO4YeTaeT onepaumoHHble MOTpebHOCTU C
BalLMMW  OXMAAHWSIMU  KOH(MAeHumnansHocTn. B
cnegywuwleMm  pasgene  NpvBEAEHbl  KaTeropum
cobumpaeMbix JaHHbIX U UX MPUMEHEHME.

3.1 NaeHTndunkaunoHHasn nHdopmaumns

NEW LIGHT CONSULTING L.L.C. ocyuwecTtBnser
cbop nepcoHarnbHbIX OaHHbIX B pamkax
NCNonb30BaHus CepsucoB 3a npeaenamu
Poccunckon ®epepaumn. B cnyyae, ecnun Takme
OaHHble nognexar obpaboTke Ha TeppuTopuUM
Poccuirickon depnepauuu, COOTBETCTBYHOLLas
obpaboTka  OCyLLEeCTBRSAETCA  YMNONHOMOYEHHbIM
onepaTtopoM Mo nopy4venunto NLC, B COOTBETCTBUM C
YCINOBUSAMMU 3aKIMYEHHOTO aorosopa n
JencTeyolMM 3akoHopaTenbctBom Pd. K Takum
OaHHbIM  MOryT OTHOCWUTLCA: MOMHOEe uM4, agpec
3NEKTPOHHON NOYThl, HOMep Tened)oHa — B CTPOroMm
COOTBETCTBUM C YCTAHOBMEHHLIMW HOPMAaTUBHbLIMU
TpeboBaHuamu. IATa nHdopmauma Heobxoguma Ans
nogaepxaHuna adhheKkTUBHOM CBA3MU "
npegocTaBneHnst  NMepCcoHaNU3MpPOBaHHbIX  YCIYT.
Kpome TOro, Mbl Moxxem cobupaTb AaHHbIE O Ballewn
npodeccuoHarnbHOM OeATENbHOCTH, BKIO4as
OOMKHOCTb UM CBEAEHMSI O KOMMaHUK, YTobbl Nydile
noHumaTb Baw npodunb. Mpn HeobXxoaNMMOCTM Takke
MOryT ObITb 3anpolUeHbl AaHHble YOOCTOBEPEHUI
FNIMYHOCTK, Takme Kak MacnopT WU HaLMOHasbHbIN
naeHtudukatop. Bce Takue gaHHble MCNONb3YHOTCH
CTPOro B paMKax Hallnx JOroBOPHbIX 06513aTenbCTB.
3.2 TexHn4yeckune n gaHHble 00 Ncnonb3oBaHUU

[na obecneyeHnsa paboTbl M OE30MaCHOCTU HaLLMX
uncpoBbIX NNAaTopM Mbl COBUPAEM TEXHUYECKYHO
nHdopmaumio, Bkntoyasa IP-agpeca, Tunel 6paysepoB
n MHdOopMaLno o0 YCTPOWCTBAX. Takxke
OUKCUPYIOTCS AaHHble O BalleM B3aMMOLENCTBUU C
nnatopMOKr, BKMNOYaa MOCELLEHHble CTpaHuLbl,
NPOAOIXUTENBHOCTb ceccun " NCTOYHUKN
nepexofoB. OTW [aHHble NMOMOralT HaM NOCTOAHHO
ynydwatb YHKUMOHANbHOCTL M ygobCTBO Halmnx
nnaTdgopm.

3.3 ®duHaHcoBasi MHopmauus

Ona obecneyeHns ©Ge3onacHbiX W MNpPO3payHbIX
TpaH3akuMi Mbl COOMpaeM MnaTexHble [AaHHble,
BKITtOYas MHGOPMaLMIO O MIATEXHbIX KapTax yepes
HaLmx CTOPOHHUX o6paboTumkoB OaHHbIX,
nnaTexHble PeKBM3UTbI U UCTOPUKD NPUOOPETEHHBLIX
WNN NOANUCAHHLIX YCNyr. ATU (OUHAHCOBbLIE AaHHblE
obpabaTbiBalOTCA € MakCMMaribHblM  YPOBHEM
KOH(MAEHLMANbHOCTH n NCnonb3yTcs

3. DATA WE COLLECT

To tailor and enhance the experience of our Services,
we collect a variety of personal data. Our collection
practices balance operational needs with your privacy
expectations. The following sections detail the
categories of data we collect and how they contribute
to our Services.

3.1 Personal Identification Information

NEW LIGHT CONSULTING L.L.C. collects personal
data in connection with the use of its Services outside
the territory of the Russian Federation. If such data is
subject to processing within the Russian Federation,
the processing is carried out by an authorized
operator on behalf of NLC, in accordance with the
terms of the applicable data processing agreement
and the legislation of the Russian Federation.

Such personal data may include: full name, email
address, and phone number — collected strictly in
accordance with applicable legal requirements. This
information is necessary to maintain effective
communication and to provide personalized services.
We may also collect information related to your
professional activity, including job title and company
details, in order to better understand your profile.
Where necessary, identity verification data such as
passport information or a national ID number may
also be requested. All such data is used strictly within
the scope of our contractual obligations.

3.2 Technical and Usage Data

For the smooth functioning and security of our online
platforms, we collect technical data, including IP
addresses, browser types, and device information.
Our system also captures details about your
interactions, such as pages you visit, session
durations, and referral sources. This data enables us
to continually improve the efficiency and
user-friendliness of our digital platforms. These
insights are integral to identifying potential technical
issues and crafting solutions that enhance your user
experience.

3.3 Transactional and Financial Data

To facilitate secure and transparent transactions, we
collect payment details, including Payment Card
information through our Third Party Data Processors,
billing information, and a record of services
purchased or subscribed to. This financial data is
treated with the highest level of confidentiality and
processed solely for the purpose of fulfilling your
requests. Our secure payment systems adhere to
industry standards to ensure your financial
information is always protected.

It is important to note that we never store the full
details of your payment cards, as all payment



NCKIMIOYNTENbHO ONA BbIMOJIHEHNA BalLMX 3anpoCcoB.

Hawwn 3alUMLLEHHbIE nnarTexHele CUCTEMBI
COOTBETCTBYIOT ~ OTpacfneBbIM  CTaHAapTam, 4To
rapaHTuMpyet MOCTOSIHHYLO 3awmTy BaLLen

doMHaHCOBOW NH(pOopMaLmK.

BaxHo oTMeTUTb: Mbl HMKOrOAA HE XpaHUM MOJHble
OaHHble BaluMX MNaTeXHbIX KapT, Tak kak obpaboTka
nnaTexen OCyLLEeCTBIISIETCA yepes
cepTUdULMPOBaHHbIX npoBanaepos,
cooTtBeTcTBYIOWNX cTaHaapty PCl DSS. Hawwm
nnaTteXxHble NapTHEPbl MCMOMb3YIOT COBPEMEHHbIE
MeToabl LwncpoBaHust ans obecneveHuns
0e30MacHOCTM AaHHbIX, a WUCTOopWUSA TpaH3akuui
XpaHuTcst B obesnnyeHHom dopmarte. Kpome Toro,
Mbl perynspHo nposoguMM ayauT Ge3onacHoCTh
nnaTeXxHbIX MNpoLeccoB, 4TOObI noadepxuBaTb
BbICOKMI YPOBEHb 3aLLMTbI.

Bce nnatexHble onepauum MpoOBOAATCA 4epes
NNLUEH3MPOBaHHbIE NIaTeXHble CUCTEMBbI, Kaxaasi U3
KOTOPbIX nmeet COOCTBEHHYIO NonnTUKy
KOHpnaeHUManbHOCTH n COOTBETCTBYET
MeXayHapoaHbIM cTaHgapTam 6e3onacHoCTuU.

3.4 MapKeTUHroBble 1 KOMMYHUKALMOHHbIE JAHHbIE
Mbl  cobupaeM AaHHble, KOTOpble MO3BONAT
afjanTupoBaTh HalM MapKETUHrOBble Martepwuarnsbl,
paccbiiku U NpUrMaleHns Ha  MeponpusaTus.
OT3bIBbI, NOMYYEHHbIE Yepes3 OMNpoChl, MOMOralT Ham
nyyuwe NOHUMAaTb BaLLMX noTpebHocTU "
NpeanoYTeHus.

4. LENMH U TMPABOBbIE
OBPABOTKU OAHHbLIX

O6paboTka nepcoHanbHbIX AaHHbIX OCYLLECTBAETCA
B npegenax ueneu, onpeaenénHoix Komnannen NEW
LIGHT CONSULTING L.L.C., pewnctsylowen B
KayecTBe oneparopa B COOTBETCTBUM c
3aKoHO4aTeNbCTBOM OAD u©n  NpUMMEHMMbIMUK
MexayHapogHeiMM  HopMamu. B cnyyasix, korga

OCHOBAHUA

nepcoHanbHble  daHHble  obpabaTbiBalOTcA  Ha
TeppuTopumn Poccuiickon dengepauuu,
cooTBeTCTBYylOWAaa  obpaboTka  OCylUuecTBnsieTcs
YNOMHOMOYEHHBIM  OMEepaTopoM MO MOPYYEHUto

KomMnaHum, Ha 0CHOBaHWM 3aKNOYEHHOrO 4OroBopa u
B paMKax corracum, NnpeaocTaBneHHbIX cybbekTamum
NnepcoHanbHbIX  OaHHbIX, B  COOTBETCTBUM C
TpeboBaHMAMM POCCUNCKOro 3aKOHOA4aTENbCTRA.

4.1 NMpepocTaBneHune ycnyr

B pamkax npegoctaBneHus ycnyr mbl o6pabaTeiBaemM
OaHHble Ons  co3gaHus WM yrpaBrieHust Ballen
YYETHOW 3anuncbio, ayTeHTudurkaLmm n sepugukaumm
nonb3oBaTenen, o06pabOTkM BaluMX 3aka3oB U
TpaH3aKuun, npeaocTaBneHus KITMEHTCKOM
NnoadepXkn, paspelleHns TeXHUYeckux npobnem,
ynyJdleHnsa yHKUMOHaNbHOCTU HaLlIMX CEepBUCOB, a

processing is carried out through certified providers
compliant with the PCI DSS standard. Our payment
partners use advanced encryption methods to ensure
data security, and transaction history is stored in an
anonymized format. Additionally, we regularly
conduct security audits of our payment processes to
maintain a high level of protection.

All payment transactions are processed through
licensed payment systems, each of which has its own
privacy policy and complies with international security
standards.

3.4 Marketing and Communication Data

We respect your preferences and collect only the
data necessary to deliver personalized marketing
materials, newsletters, and event invitations.
Feedback gathered through surveys or forms helps
us refine our offerings and better address your needs.
By analyzing this data, we aim to create targeted
campaigns that resonate with your interests, ensuring
meaningful and relevant communications.

4. PURPOSES AND LEGAL BASES FOR
PROCESSING DATA

The processing of personal data is carried out for
purposes defined by NEW LIGHT CONSULTING
L.L.C., acting as a data controller in accordance with
the legislation of the United Arab Emirates and
applicable international regulations. In cases where
personal data is processed within the territory of the
Russian Federation, such processing is performed by
an authorized operator on behalf of the Company,
based on a data processing agreement and within
the scope of the consents provided by the data
subjects, in compliance with the requirements of
Russian law.

4.1 Service Provision and Enhancement

As part of providing our services, we process data to
create and manage your account, authenticate and
verify users, process your orders and transactions,
provide customer support, resolve technical issues,
improve the functionality of our services, and
personalize the user experience.

4.2 Marketing and Communications

For marketing and communications, we respect your
preferences and use your data to deliver promotional



Takke Ons  nepcoHanu3auMm nonb3oBaTenbCKoro
onbITa.

4.2 MapKeTUHroBble KOMMYHUKaLum

Mbl  obpabaTbiBaeM  daHHble  ONA  OTNpaBku
MapKETMHIOBLIX MaTepuarnoB U NPEANOXEHNA TONbKO
¢ Bawero cornacusi. Onpocbl U KamnaHuM nomoraroT
HaMm aganTupoBaTh HaLIM KOMMYHUKaLUN.

4.3 Opugudeckne obsizatenbcTea

OT1o BKNtoyaeT 06paboTKy AaHHbIX ANS BbINOMHEHUS
TpeboBaHuin 3akoHogatenbctBa OAD u PO, oTBETOB
Ha 3anpocbl rOCYAAapCTBEHHbLIX OPraHoB, 3allUuThbl
HaLLMX 3aKOHHbIX npae " WHTEPECOB,
npegoTBpaLleHns NPOTUBOMPAaBHbIX nencTeun,
obecnedyeHns 6e30NacHOCTM TpaH3akuun, a Takke
BeLEHUS HEOOXOAMMOW AOKYMEHTaLMM.

4.4 YnpaeneHue puckamu n 6e3onacHoCcTb
O6paboTka OaHHbIX Takke NOAAEPXUBAET Halun
YyCUMNnsi NO BbISIBIIEHWNIO M MpedoTBpaLlEeHNI0 pUCKOB
©e3onacHoCTH. 370 BKNtoYaeT MOHUTOPWHT
ysi3BUMOCTEN CUCTEMBI, npegoTepalleHne
HECaHKUMOHMPOBAHHOIO [0CTyna W nogaepkaHue
HaAEXHbIX LIMGPOBLIX Mep 3aLLnThl.

5. NEPEOQAYA OAHHBIX

lMepegava nepcoHanbHbIX AaHHbLIX OCYLLECTBSIETCA
B CTPOro KOHTPOSNMPYEMbIX U OOKYMEHTUPOBAHHbLIX
obcToaTenbcTBax, 4Ytobbl 0becnednTb cobnoaeHue
3akoHogatensctBa OAD u Poccun, a Takke 3awmTy
BalLLemn KOHbMAEHUMANbHOCTH. CTOpOHHME
MOCTaBLUMKM YCryr MOMOraloT Ham NpefocTaBnsaTb
OCHOBHblE (PyHKLUMW, BKItoYas o6paboTKy nnatexen,
obnayHoe XxpaHeHWe [aHHbIX W ynpaereHue
MeponpuaTUaMU.  OTM  MOCTaBLUMKA  CBSI3aHbl
[J0roBOPHbLIMM obsizaTtenbcTBaMu cobnogatb
KOH(MAEHLMANbHOCTb " COOTBETCTBOBATb
CcTaHgapTaMm 3aWmTbl AaHHbIX. [locne 3aBepLUeHns nx
yCrnyr Bce nepefaHHble JaHHble BO3BpaLLalTCs Ham
WNN  HaOEeXHO yAanswtTCs, YTO AOMNOMHUTENbHO
YKpEennsieT Halu Mepbl 3aLmThl.

B Ccrnyyasix, CBSI3aHHbIX C  HOPUANYECKMMMU
obsizaTenbCcTBamMu, AaHHble MOTryT ObiTb nepegaHbl
rocyaapCTBEHHbLIM opraHam, cyoam nnu
NpaBoOXpaHUTENbHBIM OpraHaMm. Takue packpbITus
OCYLLECTBMAIOTCA  CTPOrO B COOTBETCTBUM  C
npaeBoBbIMN TpebOBaHMAMM, 4YTOOLI rapaHTMPOBAaTb
Npo3paYyHOCTL M cnpaBefnMBoOCTb. brarogapsi yetko
YCTaHOBMEHHbIM npoueccaMm Mbl  obecnednBaem
cobniogeHne BawmMx MpaB BO BpeMsi  Takux
B3aMMOOEeNCTBUIA.

CoTpygHM4ecTBO C [OenoBbiMM NapTHepamu Ans
NpoBeOeHUs  COBMECTHbIX  MEPONpUATUA  UNK
npennoXeHWn OCYLLECTBSIETCA TOMbKO C BalUero
SIBHOTO cornacus. PerynsipHble ayaouThbl
obecneynBaloT COOTBETCTBME ITUX MAPTHEPOB TeM

offers and event invitations only when you have
explicitly opted in. Feedback from surveys and
campaigns allows us to tailor our outreach to your
specific interests.

4.3 Compliance and Legal Obligations

This includes processing data to comply with the
legal requirements of the UAE and Russia, respond
to requests from government authorities, protect our
legal rights and interests, prevent unlawful activities,
ensure the security of transactions, and maintain
necessary documentation.

4.4 Security and Risk Management

Data processing also supports our efforts to detect
and mitigate security risks. This includes monitoring
system vulnerabilities, preventing unauthorized
access, and maintaining robust digital safeguards.

5. HOW WE SHARE YOUR DATA

The sharing of personal data occurs under controlled
and documented circumstances to ensure
compliance with UAE and Russian laws and
safeguard your privacy. Third-party service providers
assist us in delivering core functionalities, including
payment processing, cloud storage, and event
management. These providers are bound by
contracts to uphold confidentiality and adhere to data
protection standards. Upon the termination of their
services, any data shared with them is returned or
securely deleted, further strengthening our protective
measures.

In situations involving legal obligations, data may be
shared with government agencies, courts, or law
enforcement entities. Such disclosures are carried
out in strict accordance with legal requirements to
ensure transparency and fairness. By adhering to
clear processes, we ensure that your rights are
respected during such interactions.

Collaborations with business partners for co-branded
events or offerings occur only with your explicit
consent. Regular audits ensure that these partners
comply with the same high standards of data
protection that we uphold. Our approach to data
sharing is marked by diligence and integrity, ensuring
that your data remains secure.

5.1 Categories of Data Recipients

We may share your data with various categories of
recipients to ensure the functionality of our services
and fulfill our obligations. Service providers such as



e BbICOKMM CTaHaapTaMm 3awuTbl JaHHbIX, KOTOPbIE
cobniogaeMm Mbl. Haw nogxond kK nepegade AaHHbIX
Xapaktepusyertcs TWAaTenbHOCTbIO "
006POCOBECTHOCTBLIO, YTO rapaHTMpyeT 6e30nacHOCTb
BaLLUMX AaHHbIX.

5.1 Kateropuu nony4arenemn gaHHbIX

Mbl MOXem nepegaBaTh BalW AaHHble Pas3nNYHbIM
KaTeropusim nonyyarenen ansa obecnevyeHusi paboTbl
HalMX CEepBUCOB M BLINONMHEHUS obsasatenscTs. K
nocTaBLUMKaM yCrnyr OTHOCATCS NnaTeXHble CUCTEMBI
1 6aHKW, XOCTUHr-NPOBanAepbl, CUCTEMbI aHANUTUKN,
cepBucbl email-paccbinok, cnyxbbl gocTaBku U
cnyxbbl MOOQOEPXKKU KIUMEHTOB. 3TU OpraHu3aumm

nomoratoT Ham obpabaTtbiBaTb nnaTexw,
NpegocTaBNATb  TEXHUWYECKYID  MHPaCTPyKTypy,
aHanuampoBaTb AaHHble W [OCTaBNATb TOBapbl U
yCnyru.

Hawwn napTHepsbl, BKMOYas peknamHble nrnaTgopmsl,
MapKETUHIOBbIE areHTCTBa, KOHCYIbTaHTOB,
ayanTopoB " NMOCTaBLLUKOB NporpamMmHoro
obecnedeHuss, nomyyalT AOCTYN K  AaHHbIM
UCKIIOYUTENBHO B paMkax  npeaocTaBneHus

cneumnanmanpoBaHHbIX ycnyr. Kpome Toro, Mbl MOXeM
nepedaBaTb [JaHHble [OCYOAPCTBEHHLIM OpraHam,
Takum Kak perynsitopHele opraHel OA3 u Poccuum,
NpaBOOXpPaHWUTENbHBIE U HArOroBblE€ OpraHbl, €Crun
aTo Tpebyercs Ans cobrniogeHns 3akoHodaTenbCTBa
WNN 3aLUNTbI HaLlMX 3aKOHHbIX MHTEPECOB.

5.2 MapaHTumn npun nepegade

Mpn nepegpadye pOaHHbIX Mbl  obecreynBaem
MaKcUMarbHbIN YPOBEHb 3aLmThI BaLLMX
nepcoHasnbHbIX AaHHbIX. [ns 3Toro Mbl 3aknio4vaem
J0roBopbl 0 KOH(PMAEHUMANBLHOCTM C NonyyaTensimu,
npoBepsieM NMpUMeHsieMble UMK Mepbl 6esonacHocTH
N orpaHnymBaem obbemMm nepegaBaeMbiX OaHHbIX A0
MWHMMyMa,  HeobXoguMMoro  Ansi  BbIMOMHEHUS
KOHKPETHbIX 3adad. Mbl Takke KOHTPONMUpyeM
ncrnornb3oBaHne nepefaHHbIX AaHHbIX "
npegocTaBnsgeM  BO3MOXHOCTb — OT3biBa  Ballero
cornacus  Ha nepegady OaHHbIX. OTM  Mepbl
rapaHTUMpyT COXPaHHOCTb BalUMX [AaHHbIX U UX

UCnonb3oBaHWe B CTPOrOM  COOTBETCTBUU  C
3aKoHOAaTENbLCTBOM. B cnyyae nepegaqm
nepcoHanbHbIX JAaHHbIX YNOSIHOMOYEHHOMY

onepartopy Ha Tepputopumn Poccunckon denepaumm,
KomnaHnus obecneuvBaeT 3akroveHWe [oroeopa
MOPYYEHUST U KOHTPOSb COOMIOAEHMS OnepaTopoMm
TpeboBaHuin PegepanbHoro 3akoHa Ne 152-93.

6. TPAHCTPAHUYHAA NEPEOAYA OAHHbIX

YuutbiBas rnoGanbHbIN Xxapakrtep HaLlen
nesaTenbHOCTU " npenmyLLecTBeHHOe
ncnonb3oBaHWE Haluux ycnyr knueHtamu u3d Poccun,
nepcoHanbHble [AaHHble MOryT ObiTb nepefaHbl

payment systems and banks, hosting providers,
analytics systems, email marketing services, delivery
services, and customer support services assist us in
processing payments, providing technical
infrastructure, analyzing data, and delivering products
and services.

Our partners, including advertising platforms,
marketing agencies, consultants, auditors, and
software providers, access data solely for the
purpose of delivering specialized services.
Additionally, we may share data with government
authorities, such as regulatory bodies in the UAE and
Russia, law enforcement agencies, and tax
authorities, as required to comply with legal
obligations or protect our legitimate interests.

5.2 Guarantees for Data Sharing

When transferring data, we ensure the highest level
of protection for your personal information. To this
end, we enter into confidentiality agreements with
data recipients, verify their security measures, and
limit the volume of data transferred to the minimum
necessary to perform specific tasks. We also monitor
how the transferred data is used and provide you with
the ability to withdraw your consent to such transfer
at any time. These measures guarantee the integrity
of your data and its use strictly in accordance with
applicable laws.

In cases where personal data is transferred to an
authorized operator within the territory of the Russian
Federation, the Company ensures that a data
processing agreement is concluded and that the
operator’s compliance with the requirements of
Federal Law No. 152-FZ is properly monitored.

6. CROSS-BORDER DATA TRANSFERS

Given the global nature of our operations and the
predominant use of our services by clients from
Russia, personal data may be transferred between
jurisdictions, including Russia and the UAE, where



Mexay opucankumsamm, skntoyvas Poccuto n OAJ, rae
pacnonoXeHbl  Haliu  CepBEPbl U  OCHOBHblE
O6usHec-onepauun. Mbl  npeanpuHuMaem  Bce
Heobxognmblie Mepbl ans obecneyeHus
0e30MacHOCTM TakMX [OaHHbIX U MX 00paboTkM B
COOTBETCTBUN C POCCUNCKUM W MEXAYyHAPOAHbLIM
3aKOHOAATENbCTBOM.

6.1 OcobeHHOCTM TpaHCrpaHN4YHOWN Nepeaayn

Mpun TpaHcrpaHu4HOM nepedadve  OaHHbIX — Mbl
MHOPMMPYEM MONb30BaTENEN O nepegade LaHHbIX
Yepes Hactosilyto Monntuky KoHUOEHUManbHOCTK
N nonb3oBaTenbckoe cornaweHne. Hawwu cepeepbl
pacnonoxeHbl B Poccun n OAD, uto obecneuvnsaet
u3MYeckylo 3aWmUTy [OaHHbIX WM COOTBETCTBYET
rnokanbHbIM TpeboBaHMsIM 3akoHopaTenbcTBa. Mbl
NnpoBepsieM COOTBETCTBME YPOBHS 3alUUTbl AaHHbIX
3aKkoHogartenbHbiM TpeboBaHuaM Poccum n OAD, a
Takke MeXOyHapOaHbIM cTaHgapTam. Ons
obecnevyeHus [OMNONMHUTENbHON 3aWmThl
NCMNOMNb3YyTCA CTaHO4APTHbIE MOSIOKEHUSA O 3aluuTe
JaHHbIX B O0OroBopax C TPeTbUMU cTopoHamu. [pwu
HeobxoQMmMocTu NPUMEHSIOTCS LMdppoBaHue,
aHOHMMM3aUWs U apyrMe TeXHONorMyeckme mepsbl ons
npenoTBpaLleHnst HecaHKLMOHMPOBAHHOIO AoCTyna.

Mbl  Takke cTporo cobntogaem  TpeboBaHust
depepanbHoro 3akoHa P® Ne 152-¢3 "O
nepcoHanbHbIX JaHHbIX" " deaepanbHOro

nekpeT-3akoHa OAS Ne 45 ot 2021 roga.

6.2 lNMpuHATUE yCnoBUIN TpaHCrpaHUYHOW Nepeaaymn
Wcnonb3ys Hawm CepBuUchbl, Bbl COrMawaeTecb C
YCMOBUAMW  TPaAHCrpaHU4YHOM nepefadn [AaHHbIX,
KoTopble Heobxoaumbl Ons obecneyeHus paboTbl
HalwmMx nnatopM WM NpenoCTaBreHnUst BaM HaluMX
ycnyr. Mbl ygensiem ocoboe BHMMaHuMe 3awuTe
BalLen MHdopMauun npu nepegade Mexagy Hawmmm
cepeepamu B Poccum n OAD.

6.3 MNapaHTM 6e3onacHoOCTN N KOHUAEHUNANBHOCTH
Mepepaya paHHbIX Mexay cepBepamyn B OAD n
Poccun ocyulecTtBnaeTcs ¢ NPUMEHEHWEM CTPOrnX
Mep 6e30nacHOCTK, TakMX Kak LuMdPOBaHME OaHHbIX
B TpaH3auTe U ayTeHTudukauua pgoctyna. Mel
rapaHTupyem, yTO OaHHble NCNonb3yTcs
UCKITIOYMUTENBHO B paMKax YyKasaHHbIX Uenen u
TonbkoO B 0Obeme, Heobxogumom Ond  uX
noctmwkeHnsa. KoHTponb U1 perynsipHble  ayguTbl

obecneuymsatoT COOTBETCTBUE CcTaHgapTam
©e30MacHOCTM U KOH(pMAEHUMANBHOCTH.
6.4. Jlokanuszauma wn obpaboTka [aHHbIX B

Poccuinckon degepauuu

B cny4yae, ecnu nepcoHarnbHble AaHHbIE cobupatoTcs
OT nonb3oBaTtenen, HaxogsAWMXca Ha Tepputopuu
Poccunckon depepauuun, ux nepBuUYHasi 3anuchb,
cucTemaTmsauuns, XpaHeHue " obpaboTka
OCYLLEeCTBRAOTCA Ha  Tepputopun  Poccuiickon

our servers and main business operations are
located. We take all necessary measures to ensure
the security of such data and its processing in
compliance with Russian and international legislation.
6.1 Features of Cross-Border Data Transfers

For cross-border data transfers, we inform users
about such transfers through this Privacy Policy and
the user agreement. Our servers are located in
Russia and the UAE, ensuring physical protection of
the data and compliance with local legal
requirements. We verify that the level of data
protection complies with the legislative requirements
of Russia and the UAE, as well as international
standards. To provide additional protection, standard
contractual clauses are used in agreements with third
parties. When necessary, encryption, anonymization,
and other technological measures are applied to
prevent unauthorized access. We strictly adhere to
the requirements of Federal Law No. 152-FZ "On
Personal Data" of the Russian Federation and
Federal Decree-Law No. 45 of 2021 on Personal
Data Protection of the UAE.

6.2 Acceptance of Cross-Border Data Transfer
Conditions

By using our Services, you agree to the terms of
cross-border data transfers, which are necessary to
ensure the functionality of our platforms and the
provision of our services. We place significant
emphasis on protecting your information during
transfers between our servers in Russia and the
UAE.

6.3 Security and Confidentiality Guarantees

Data transfers between servers in the UAE and
Russia are carried out with strict security measures,
such as data encryption in transit and access
authentication. We guarantee that data is used solely
for the purposes specified and only to the extent
necessary to achieve those purposes. Monitoring and
regular audits ensure compliance with security and
confidentiality standards.

6.4. Data Localization and Processing within the
Russian Federation

In cases where personal data is collected from users
located within the territory of the Russian Federation,
its initial recording, systematization, storage, and
processing are carried out within the Russian
Federation using servers located in Russia. The
processing of such data is performed by an
authorized Russian operator under a data processing
agreement concluded with NEW  LIGHT
CONSULTING L.L.C., in compliance with the
requirements of Federal Law No. 152-FZ "On
Personal Data." The transfer of personal data outside
the Russian Federation may be carried out only in



deaepauunu c MCnonb30BaHNEM CepBepoB,
pasMeléHHbix B P®. ObpaboTka Takux AaHHbIX
OCYLLIECTBNAETCA  YMNOMHOMOYEHHBIM ~ POCCUNCKUM
onepaTtopoM Ha OCHOBaHUKM [0OroBopa MOpPYyYeEHUs,
3akntovéHHoro ¢ NEW LIGHT CONSULTING L.L.C.,
B cooTtBeTcTBUM C TpeboBaHuamn >degeparnbHOro
3akoHa Ne152-®3 «O nepcoHanbHbIX AaHHbLIX».
Mepegadya nepcoHanbHbIX AdaHHbIX 3a Mpegenbl
Poccunckon ®egepauum MOXET OCYLLECTBNATLCS
TONbKO MpU COOMOAEHUN YCINOBUI, YCTAHOBIEHHbIX
POCCUNCKMM  3aKOHOOATENbCTBOM, BKNHOYasa, npwu
HeobxoammocTn, yBegomneHue PockoMHazsopa u
norny4yeHme COOTBETCTBYIOLLMX COrnacun.

7. CPOKU XPAHEHUA OAHHBIX

[daHHble XpaHATCS TOMbKO B TEYEHME BpPEMEHMU,
HeobxoaMMoro Ansa OOCTWXKeHus uenen obpaboTku.
Hanpumep, TpaH3akUMOHHbIE [OaHHblE XpaHSTCA B
TeYyeHne cemu NneT Anst BbINOMHEHUS IOPUONYECKUX U
ayaNTOPCKMX TpeboBaHuiA. MpeanoyteHns
MapKeTMHra COXpPaHSATCHA TOMbKO A0 Tex nop, noka
Bbl Mpoformkaete AasaTtb cornacue. Nepuoanyeckue
NpoOBEpPKM MNPOBOAATCA ANA  MAeHTUUKauMmM u
©e3onacHOoro yganeHus gaHHbIX, KOTopble GonbLue He
HY>XHbl, B COOTBETCTBMU C NPUHLMMNOM MUHUMU3ALIMM
OaHHbIX.

7.1 CpoKkun XpaHeHUs pasrnMyHbIX KaTeropuin OaHHbIX
[daHHble y4eTHOM 3anMcuM XpaHATCa OO0 MOMEHTa
yOaneHust akkayHTa Wnu MosflydyeHust 3anpoca Ha
yoaneHue. ®uHaHcoBble [daHHble W UCTOpUs
TpaH3akuMi noanexar XpaHeHuto B TedeHne 7 NneT B
cooTBeTCTBUN C TpeboBaHUAMU 3aKoHOA4aTENbCTBA.
[aHHble, ncnonbsyemble A5 MapKETUHIOBbLIX LIENEeMN,
XpaHATCA 0O MOMEHTa  OT3blBa  cornacus
nonb3oBatenemM. MHdopmaumda, cBsasaHHas C
obpaweHnsmn B cnyxby nogaepXkku KIMEHTOB,
COXpaHseTcs B TevyeHWe 3 mneT nocrne nocrnegHero
obpalleHnsi. TeXHUYECKNE NOrU XPaHATCA B TEYEHUE
1 roga. Cpok xpaHeHusi daiinos cookie BapbupyeTcst
B 3aBUCUMOCTM OT WX TuNa: OT CECCUOHHbIX
(ymansitotca  npu  3akpblTum  Gpaysepa) [o
NMOCTOSHHLIX (CPOK XpaHeHus Ao 2 ner).

7.2 lNMpouecc yganeHusa aaHHbIX

Mpn yaaneHum OaHHbIX Mbl NpUMeHsieM
KOMMIIEKCHbI NOAXoA K obecnevyeHntio 6e3onacHoCTu.
Bce paHHble ygandwTcd € MCNOMb30BaHWEM
cneumanbHblx  GesonacHbIX  METOAOB, KOTOpble
rapaHTUpYHT HEBO3MOXHOCTb WX BOCCTAHOBIIEHWS.
lMocne 3aBeplieHWss npouecca yAaneHus Mol
OCYLLECTBMAEM nogTBEpPXaeHue YCMEeLIHOoro
BbINONHEHUs1 onepauun. B cnyyae ecnu faHHble
Oblnn nepefaHbl TPETbMM NUUAM, Mbl YBEAOMISEM
MX O HeobXoaAMMOCTU yOaneHusi COOTBETCTBYHOLLEN
NHGOPMAaLMKM U3 UX CUCTEM.

accordance with the conditions established by
Russian law, including, where necessary, notification
to the Federal Service for Supervision of
Communications, Information Technology and Mass
Media (Roskomnadzor) and obtaining the appropriate
consents.

7. DATA RETENTION PERIODS

Data is stored only for the time necessary to fulfill the
purposes of processing. For example, transactional
data is retained for seven years to meet legal and
audit requirements. Marketing preferences are
retained only as long as you continue to provide your
consent. Periodic reviews are conducted to identify
and securely delete data that is no longer needed, in
accordance with the principle of data minimization.
7.1 Retention Periods for Different Data Categories
Account data is stored until the account is deleted or
a request for deletion is received. Financial data and
transaction history are retained for seven years in
compliance with legal requirements. Data used for
marketing purposes is stored until the user withdraws
consent. Information related to customer support
inquiries is retained for three years following the last
interaction. Technical logs are stored for one year.
Cookie retention periods vary by type, ranging from
session cookies (deleted upon browser closure) to
persistent cookies (stored for up to two years).

7.2 Data Deletion Process

We use a comprehensive approach to ensure data
security during deletion. All data is securely deleted
using specialized methods that prevent recovery.
Upon completion of the deletion process, we confirm
the successful operation. If data has been shared
with third parties, we notify them of the need to delete
the corresponding information from their systems.

7.3 Specific Requirements for Russian Users' Data
Storage

For the collection of personal data belonging to
Russian citizens, including through the internet, the
recording, systematization, accumulation, storage,
updating (modification), and retrieval are carried out
using databases located on the territory of the
Russian Federation. This requirement is fulfilled in
compliance with Russian personal data legislation.



7.3 OCOBGEHHOCTM XpaHEeHUs1 AaHHbIX POCCUNCKMX
none3oBaTenem

Mpn cbope nepcoHanbHbIX AaHHbLIX rpaxaaH
Poccunckon ®epepaumm, B TOM u4ucrne 4yepes
WHTEPHET, UX 3anucb, cMcTemMaTtn3aums, HakonneHue,
XpaHeHue, yTouHeHue (OBHOBNEHWe, N3MEHeHWE) U
M3BeYeHMe OCYLUECTBNATCA C WCMONb30BaHNEM

0a3 [gaHHbIX, HaxodsWMXCA Ha  TeppuTopun
Poccunckon ®depepauun. [aHHoe TpeboBaHue
obecne4ynBaetcs B COOTBETCTBUK c

3akoHoaaTenscTeoM PO o nepcoHalbHbIX AaHHbIX.

8. BALUM NMPABA

8.1 MNogpobHoe onncaHne Balmx Npas

MpaBo Ha [OCTYN K AaHHbIM BKOYaeT B cebs
BO3MOXHOCTb Mony4atb NnoaTBepXxaeHune obpaboTku
BalLMX AaHHbIX, NOMyYaTb KOMUKO BalUMX OaHHbIX, a
Takke MHPOPMaLMIO O Lensix U MeTogax o6paboTku.
MpaBo Ha ucnpasneHve AaHHbIX MO3BONSET BaM
NCMpaBnsiTb HETOYHYI WHOpMaLMio, AOMOMHATH
HenonHole [aHHble W OBHOBNATL  YCTapeBLUYHO
MHOopMaLMIO B HALLMX CUCTEMAX.

I'IpaBo Ha yaaneHue OaHHbIX OaeT BaM BO3MOXHOCTb
TpeboBaTb yganeHus BawMx AaHHbIX NPY OTCYTCTBUU

HeobxoaMMOCTM  MX  panbHenwen  obpaboTku,
OoT3blBaTb corflacMe Ha o06paboTky, a TaKke
TpeboBaTb ydaneHWss AdaHHblX, 00paboTaHHbIX
HE3aKOHHO.

MpaBo Ha orpaHuyeHne o6paboTkM no3BonsAeT
BPEMEHHO MpuocTaHaBnMeaTb 06paboTKy BaLUUX
[AaHHbIX, COXPaHATb AaHHble 6e3 UX UCMOoNb30BaHUsA
N orpaHU4MBaTh AOCTYM K HAM.

MpaBo Ha nepeHOCUMOCTb OaHHbIX obecnednBaeT
BOSMOXHOCTb  MOMyYeHWs  BalUMX  [AaHHbIX B
CTPYKTYPUPOBaHHOM hopmaTe, UxX nepegavdun apyromy
onepatopy, a Takke MpsAMON nepedayn [OaHHbIX
Mexay oriepaTopamu No BalleMy 3anpocy.

MpaBo Ha Bo3pakeHne NpoTMB 06pPaGOTKM BKIOYaET
BO3MOXHOCTb BO3pa)kaTb TMPOTUB MapKETUHIOBbIX

KOMMYHUKaLui, OTKa3blBaTbCH oT
aBTOMAaTM3NPOBAHHOIO  MNPUHATUS  pelleHni  u
TpeboBaTb nepecMoTpa aBTOMATUYECKU MNPUHATHIX
peLleHni.

8.2 MNopsigok peanusaummn npas

Ons  peanu3aumm CcBOMX nNpaB Bbl  MOXeTe
ncnonb3oBaTb MYHKUMOHAN NWMYHOTO KabwuHeta Ha
Halem cawTe, HanpaBuTb 3anpoC Ha 3NEKTPOHHYIO
nouty info@newlightconsult.com, obpatuteca B
cnyx0y nogaepXkym WAM HanpaBUTb MMCbMEHHbBIN
3anpoc MO Halwemy topugnyeckomy agpecy. Mol
obpabaTbiBaeM Bce MoCTynawLwue 3anpocbl B
TedyeHne 5 pabounx pJgHem w npegocTaBnsiem
noapobHbIN OTBET O NPUHATLIX Mepax.

8.3 OrpaHnyeHus

8. YOUR RIGHTS

8.1 Detailed Overview of Your Rights

The right to access your data includes the ability to
obtain confirmation of data processing, receive a
copy of your data, and access information about the
purposes and methods of processing.

The right to correct your data allows you to rectify
inaccurate information, supplement incomplete data,
and update outdated information in our systems.

The right to delete your data enables you to request
the removal of your data when it is no longer
necessary for processing, withdraw your consent to
processing, or request the deletion of unlawfully
processed data.

The right to restrict processing allows you to
temporarily suspend the processing of your data,
preserve it without usage, and limit access to it.

The right to data portability ensures you can receive
your data in a structured format, transfer it to another
operator, or request direct data transfer between
operators.

The right to object to processing includes the ability
to opt out of marketing communications, automated
decision-making, and demand a review of
automatically made decisions.

8.2 Exercising Your Rights

To exercise your rights, you can use the personal
account functionality on our website, send a request
to info@newlightconsult.com, contact customer
support, or send a written request to our legal
address. We process all received requests within five
business days and provide a detailed response on
the measures taken.

8.3 Limitations

In some cases, we may be restricted from fulfilling
your request. This may occur if the request conflicts
with legal requirements, affects the rights of others, is
technically unfeasible, or requires disproportionate
effort. In such cases, we will provide a detailed
explanation of the reasons for refusal.

8.4 Consent to Personal Data Processing



B HEKOTOPbIX Cry4dasax Mbl MOXeM ObITb orpaHmn4eHsbl
B BO3MOXHOCTWU BbINOSMTHUTb Ball 3anpoc. 39710 MOXeT

Npon3onTH, ecnm BbINOMHEHWEe 3anpoca
nNpoTMBOpPEYMT TpeboBaHWsIM  3aKOHOAATENbCTBA,
3aTparvBaetr npaea Apyrux  nud,  TeXHUYecku

HEBO3MOXHO UNN TPebyeT HecopasMEepPHbIX YCUIUN.
B kaxgom Takom criyyae Mbl NpegocTaBMM BaM
nogpobHoe 06bACHEHNE MPUYMH OTKa3a.

8.4 Cornacue Ha 06paboTKy NepcoHanbHbIX AaHHbIX

Onsa nonb3oBaTenen u3 PP cornacve Ha o6paboTky
nepcoHarnbHbIX AaHHbIX MOXET ObiTb NpeaoCcTaBneHo
B MNWCbMEHHOW popme, B dopme 3MNEKTPOHHOrO
OOKyMeHTa, MOAMMCaHHOIO MPOCTOM  3NEKTPOHHOM
NOANUCBIO, UMW MyTEM COBEPLUEHUS KOHKMIOAEHTHbIX
JENCTBUN Ha HALLEM canTe.

8.5 OT13bIB cornacusi Ha 0b6paboTky

Mpn nonyyeHun oT3bIBa cornacus Ha o06paboTky
nMepcoHanbHbIX  AaHHbIX  Mbl  MpekpawaeMm  ux
06paboTky B TeueHne 30 gHEN C MOMEHTA NoNyyYeHus
oT3biBa. B 3TOT XE cpok ocyllecTBnsercs
YHUYTOXEHWE MNepcOoHanbHbIX AaHHbIX, Nocrne 4ero
Mbl HanpaenseM YBEOOMMEHME O npeKpaLlieHUn
006paboTkn N YHNUTOXEHUN AaHHbIX.

BaxHO OTMETUTb, YTO OT3bIB COrNacus He BNUSIET Ha
00paboTKy AaHHbIX, HEOBXOAMMYHO AN UCMOSTHEHUS
goroeopa, TpeboBaHW/A  3akoHodaTenbCTBa  WIU
3aLUMTbI HALWKMX NMPaB U 3aKOHHbLIX UHTEPECOB.

9. BESOMNACHOCTb OAHHbIX

Mbl MpUMEHsiEM MHOrOypOBHEBbIE MeEpbl 3aLuThl,
BKMOYasa  WMdpoBaHMe, KOHTPOMb AoCcTyna WU
perynsipHble MpoBepku yA3BuMocTen. COTpyaHWUKM
NMPOXOAAT NOCTOsIHHOE 00yyeHne, 4ToObl ObiTb B
Kypce  HOBEWWMX  NPOTOKONOB  ©Ge30nacHOCTH,
obecneyvBasa 3awWwmTy BalMX AaHHbIX OT yrpos. B
MaroBEepPOSATHOM Criyyae YTEeYKM Mbl OnepaTuBHO
yBEOOMMM MOCTPafaBLUMX UL W NpPegocTaBuM
peKkoMeHZaLUun Mo CHUXXEHMIO PUCKOB.

9.1 TexHn4eckne mepbl 3aWuTbl

Hawa cucrema Ge3onacHocTn BKItoHaeT
COBpEMEHHbIE MEeTOAbl LUMd)pOBaHMH npu nepenaye
n XpaHeHunn OaHHbIX, MHOFO(*)&IKTOpHyIO

ayTeHTUbmkaumMio ana  goctyna K cuctemam,
perynspHoe pes3epBHOE KOMUPOBAHME U CTPOrum
KOHTPONb AocTyna K MHgopmaumm. Mbel ncnonbsyem
3allMeHHble  MPOTOKOMbl  Mepedadn OaHHbIX WU
perynspHo oOHOBMsieM cucTembl Ge3onacHOCTU Ans
3aLUKMTbI OT HOBBIX Yrpo3.

9.2 OpraHn3aunoHHbIE MePbI 3aLLMUTbI

B KomnaHmM BHegpeHa cucTeMa  YyMpaBrieHus
JOCTYNnOM K MepcoHanbHbIM  AaHHbIM.  Kaxabin
COTPYOHUK, WMEKLWnA [J0CTYyn K nepcoHanbHbIM
OaHHbIM, noanncebiBaeT cornawlieHue (o}
KOH(maeHumanbHocTn. Mbl NpoBOAMM perynsipHble

For users from Russia, consent to personal data
processing can be provided in written form, as an
electronic document signed with a simple electronic
signature, or through implied actions on our website.
8.5 Withdrawal of Consent to Processing

Upon receiving a withdrawal of consent for personal
data processing, we cease processing within 30 days
of receiving the withdrawal. During the same period,
the data is destroyed, and we issue a notification of
the cessation of processing and data destruction.

It is important to note that the withdrawal of consent
does not affect the processing of data necessary to
fulfill a contract, comply with legal requirements, or
protect our rights and legitimate interests.

9. DATA SECURITY

We implement multi-layered protection measures,
including encryption, access controls, and regular
vulnerability assessments. Our staff undergo
continuous training to stay updated on the latest
security protocols, ensuring the safety of your data
from potential threats. In the unlikely event of a
breach, we will promptly notify affected individuals
and provide guidance on mitigating risks.

9.1 Technical Protection Measures

Our security system employs advanced encryption
methods for data transmission and storage,
multi-factor authentication for system access, regular
backups, and strict access controls to information.
We use secure data transfer protocols and regularly
update security systems to defend against emerging
threats.

9.2 Organizational Protection Measures

Our company has implemented an access
management system for personal data. Each
employee with access to personal data signs a
confidentiality agreement. We conduct regular
training sessions on information security and audits
of data processing procedures. Incident response
protocols for information security breaches are
developed and operational.



TPEHUHTN NO WHopMaUMOHHOK 6e3onacHoCTU U
ayauTbl npoueccos 0bpaboTku OaHHbIX.
PaspaboTaHbl " BHeOpEeHbI npoueaypsbl
pearMpoBaHWss Ha MWHUMAEHTbI WMH(OPMAaLMOHHON
6esonacHoctn. 9.3 [pouenypa yeegomneHust o6
yTeukax B crniyyae obHapyxeHWst yTe4kn AaHHbIX Mbl
He3ameanuTensHo NpoBOAMM BHYTpEeHHee
paccrnegoBaHve, NPYHUMAeEM Mepbl MO YCTPaHEHMUIO
HapyLleHus W nNpegoTBpalleHMto  NogoBHbIX
MHUMOeHTOB B OyayweM. Mbl  yBegomnsiem
nocTpajasLUMX MONb30BaTeNen n CoOOTBETCTBYOLLME
perynupylowine opraHbl B TeyeHWe 72 4YacoB C
MOMEHTa OOHapYXXEeHUs YTeYKW, €ecnv WHUUOEHT
MOXET NPMBECTM K puckam and npae v ceobon
dom3nyeckmx nuu,.

10. ®AWNbI COOKIE

Haw Beb-cant v oHnanH-nnatopmbl MCNOMb3yT
dannbl cookie W aHanornyHble TEXHonormM ang
yny4LeHns nornb30BaTeNbCKOro onbiTa n
YHKLUMOHANbLHOCTM  Hawmx ycnyr. OTOT pasgen
ONUCbIBaEeT, Kak WCMOMb3yKTCA 3TU TexXHomnorum u
BallN BapuaHTbl yNpaBneHna UMM B COOTBETCTBUN C
®egepanbHbiM gekpeT-3akoHom OAD Ne 45 ot 2021
roga v pOCCUMACKUM 3aKOHOA4ATENbCTBOM.

dannbl cookie — 310 HeGoONbLUME TEKCTOBBLIE dhannbl,
pasMellaeMble Ha BalleM YCTPOMCTBE Beb-canTom
mnnm  cepsucoM. OHM  Mo3BONAT  BeG-canTy
pacno3HaBaTb Balle YCTPOMCTBO W 3anoMuHaThb
MHdOPMaLMIO O BalleM MOCELLEHUN, TAKYHO Kak BaLUK
NpeanovTeHns U akTMBHOCTb. [lpyrne TexHonorum
OTCNEeXuBaHWUs, Takue Kak Beb-masikm  unu
NUKCENbHbIE TErn, Takke MOryT UCMNONb30BaThCH ANst
cbopa NHopmaumm o} B3aMMOAENCTBUN
none3oBaTenen.

Mol ucnonbayem crnegyrowime Tunbl hannos cookie:
Heobxogumble cookie: 3Tu dannbl obecneuvnsaioT
paboTy Hawwux ycnyr, Hanpumep, BKMK4aloOT
GesonacHbln Bxog4 B cucTeMy UM obneryaroT
HaBUraLmio.

dannbl cookie npounssognTensHocT: OHKU cobupatoT
WHcpopmaLmo o} TOM, Kak  nonb3oBaTenu
B3aMMOAEWCTBYIOT C HaWWMKW  yCcryramu, 4To
NMO3BONSAET HaM BbISBMATb M YCTPaHATL Npobnemel, a
TakKke oNTMMM3NPOBATb NOMb30BaTENBCKUA OMNbIT.
dyHKUMOHanbHble cookie: 3Tu dannbl 3anomMuHalT
npegnoyTeHnst nonb3oBaTenen, Hanpumep,
HaCTPOMKM A3blka WAM AaHHble A8 Bxoga, uTobbl
nepcoHanuavpoBaTh Ball OMbIT.

PeknamHble cookie: OHun npenocTaBnsoT
TapreTMpoBaHHYylD peknamy Ha OCHOBe Ballero
noBeaeHnsa B CETU U OTCNeXmBalT 3(PPEKTUBHOCTb
MapPKETUHIOBbIX KaMMaHWA.

9.3 Data Breach Notification Procedure

In the event of a data breach, we promptly conduct
an internal investigation, take measures to resolve
the issue, and prevent similar incidents in the future.
Affected users and relevant regulatory authorities are
notified within 72 hours of identifying the breach if the
incident poses risks to the rights and freedoms of
individuals.

10. COOKIES AND TRACKING TECHNOLOGIES
Our website and online platforms utilize cookies and
similar technologies to enhance user experience and
improve the functionality of our Services. This section
outlines how these technologies are used and your
options to manage them in compliance with UAE
Federal Decree-Law No. 45 of 2021 and Russian
regulations.

Cookies are small data files placed on your device by
a website or service. They enable the website to
recognize your device and remember information
about your visit, such as your preferences and
activity. Other tracking technologies, such as web
beacons or pixel tags, may also be employed to
collect information about user interactions.

We use the following types of cookies:

e Essential Cookies: Necessary for the
operation of our Services, such as enabling
secure login and facilitating navigation.

e Performance Cookies: Collect information
about how users interact with our Services,
allowing us to identify and fix issues and
optimize the user experience.

e Functional Cookies: Remember user
preferences, such as language settings or
login details, to personalize your experience.

e Advertising Cookies: Deliver targeted
advertisements based on your browsing
behavior and track the performance of
marketing campaigns.

Our use of cookies aligns with the UAE Federal
Decree-Law No. 45 of 2021 and Russian Federal
Law No. 152-FZ. Essential cookies are used under
the basis of legitimate interest, while performance,
functional, and advertising cookies are implemented
with your explicit consent, which can be managed
through our cookie management tool.



Mcnonb3oBaHue cookie COOTBETCTBYET
depepansHomy aekper-3akoHy OAD Ne 45 ot 2021
roga u ®epgepanbHomy 3akoHy P® Ne 152-03.
HeobxogmMmble cookie MCMomnb3ylTCs Ha OCHOBE
3aKOHHbIX MHTEpecoB, Toraa Kak dannbl cookie

MPOV3BOAUTENBHOCTY, bYHKLMOHAmNbHbIE "
peknamHble (hainbl peanusyrTcs C Ballero SIBHOMO
corfacusi, KOTOPOE MOXHO HacTpoWTb  4Yepes

WHCTPYMEHT ynpasneHus cookie.

11. UBMEHEHUA B NONTUTUKE

HacTtoswas Monutuka KOH(pMaeHUManbHOCTH
ABNAeTCa 00LWeaoCTYNHbIM  JOKYMEHTOM, KOTOpPbIN
MOXET [JOMONHATLCA B COOTBETCTBUN C UBMEHEHUSAMU
3aKoHOZaTeNbCTBA W YNyylWeEHUsIMU B MpakTUKe
3aWwuThl AaHHbIX. CylLlecTBeHHble 0OHOBNEHMS byayT
coobLaTbCsa MO 3MEKTPOHHOM MOYTE U BbIAENATHCS
Ha Hawem Beb-canTe Kak MMHUMYM 3a 30 gHewn Oo
BCTYNneHuss B cuny. bnarogaps cBoeBpeMeHHbIM

0BOHOBNEHNSIM Mbl cTpeMunmca nognepXxumBsaTtb
npo3pa4vyHOCTb n aosepue Cc Halwmmmn
nonb3oBaTeNAMN.

12. KOHTAKTHAA MHOPOPMALUA

12.1 OCHOBHbIE KOHTaKTb!

Ecnun y Bac ecTb BONpOChI, ONaceHust Unm »xanoodbl Nno
nosogy AaHHon [lonuTMKM KOHMOEHLUMaNbHOCTH
unn obpaboTkM BalMX [AaHHbIX, NOXanywcra, He
CTEeCHsINTECb CBsA3aTbCA C Hamu. Mbl cTpeMmmcs
onepaTtMBHO M MNPO3paqyHO pearnpoBaTb Ha Ballu
3anpocsl.

NEW LIGHT CONSULTING L.L.C. Data Protection:
Apgpec: O0®2-04, Mopt Camg 184-0, 3gaHue Arab
Bank, y6an, OA3

Email: info@newlightconsult.com

TenedoH: +971-586297066

12.2 OOpaweHns no BOMpocaM MepPCOoHarbHbIX
[aHHbIX

[na Bcex BOMpPOCOB, CBs3aHHLIX C 00OpaboTKown
nepcoHanbHbIX [OaHHbIX, BKIlOYasi 3anpocbl Ha
peanu3aumio npaB cybbekTa nepcoHasnbHbIX AaHHbIX,
Bbl MOXeTe obpallaTbCHa K Halemy crneumanucty no
3aWuTe AaHHbIX MO YKa3aHHbIM BbIlE KOHTAKTHbIM
OaHHbiM.  Mbl  06sa3yemca  paccMOTpeTb  Bce
nocTynamwLime 3anpocbl M NPeaocTaBuTb OTBET B
TEeYEeHne YCTaHOBMEHHOMO 3aKOHOA4ATENbCTBOM CpPOKa.
12.3 Baanmogemnctaune ¢ Hag3opHbIMM OpraHamm

B cnydyae HeobxogumocTM Bbl TakkKe MOXeTe
00paTnUTbCsl B COOTBETCTBYIOLLME HAA30PHbIE OpraHbl
no 3awuTte nepcoHanbHbiXx AaHHbIX: B OA3J: UAE
Data Office B P®: ®epepanbHasi cnyxba no Hag3opy
B cdepe cBA3U, MHEHOOPMALMOHHLIX TEXHOMOMMN U
MaccOoBbIX KOMMYHUKaumi (PockomHaasop)

11. CHANGES TO THIS PRIVACY POLICY

This Privacy Policy is a living document that evolves
to reflect regulatory changes and advancements in
data protection practices. Substantial updates will be
communicated via email and highlighted on our
website at least 30 days before taking effect. By
ensuring timely updates, we strive to maintain

12. CONTACT INFORMATION

12.1 General Contact Information

If you have any questions, concerns, or complaints
regarding this Privacy Policy or the processing of
your data, please feel free to reach out to us. We are
committed to responding to your inquiries promptly
and transparently.

NEW LIGHT CONSULTING L.L.C. Data Protection
Address: OFF2-04, Port Saeed 184-0, Arab Bank
Building, Dubai, UAE

Email: info@newlightconsult.com

Phone: +971-586297066

12.2 Data Protection Inquiries

For all matters related to the processing of personal
data, including requests to exercise your rights as a
data subject, you may contact our Data Protection
Officer using the contact details provided above. We
are committed to reviewing all received inquiries and
responding within the timeframes prescribed by
applicable law.

12.3 Interaction with Supervisory Authorities

If necessary, you may also contact the relevant
supervisory  authorities responsible for data
protection:

In the UAE: UAE Data Office

In Russia: Federal Service for Supervision of
Communications, Information Technology, and Mass
Media (Roskomnadzor)



13. MTIPUMEHUMOE NMPABO

13.1 KOpucamkumna

Monutrka KOHMUMAEHUMANbHOCTM perynmpyeTca u
TONMKyeTCs B COOTBETCTBUM C 3aKOHOAATENbCTBOM
O6beanHeHHbIX Apabcknx Amupatos. Npu aTtom ang

nonb3oBaTenen n3 Poccuiickon depepauun
NPUMEHSIOTCS COOTBETCTBYIOLLNE NonoXeHus
POCCUIACKOTIO 3aKoHoaaTenbCTBa o] 3awmTe

nepcoHasnbHbIX AaHHbIX.
13.2 PaspelueHne cnopos

JlioBble cnopbl, BO3HMKAKLLME B CBA3WN C HACTOSILLEN
Monutnkon, nognexar  paspelleHvio  nyTem
neperoBopoB. B cnyyvae HEBO3MOXHOCTHU
OOCTXXEHUsI cornacusi nyTem neperoBOpoB, CHOPbI
paspelialTcs B COOTBETCTBMU C  MPUMEHMMBIM
3aKoHO4ATENbCTBOM B KOMMETEHTHbIX cydax OAD
unn P®, B 3aBUCUMOCTN OT HOPUCOUKLMUN U CyLLIeCTBa

cnopa.
13.3 lNMpropuTteT Bepcui

B cnyyae kakmx-nubo  pacxoxoeHun  mexagy
pasnuyHbiMKM  BepcusiMu  Hactoswen  [onuTtukn

NPUOPUTET MMEET BEPCUS Ha aHIMMINCKOM si3blke. [Mpu
3TOM NONOXeHus, Kacarowmecs 06paboTku
nepcoHanbHbIX AaHHbIX rpaxgaH P®, Bcerga
TONMKYOTCA B COOTBETCTBMM C TpeboBaHusMU
POCCUIACKOro 3aKkoHo4aTeNbLCTRA.

13. GOVERNING LAW

13.1 Jurisdiction

This Privacy Policy is governed by and construed in
accordance with the laws of the United Arab
Emirates. For wusers located in the Russian
Federation, the relevant provisions of Russian
personal data protection laws shall apply.

13.2 Dispute Resolution

Any disputes arising in connection with this Policy
shall be resolved through negotiations. If an
agreement cannot be reached through negotiations,
disputes will be resolved in accordance with the
applicable laws in the competent courts of the UAE or
Russia, depending on the jurisdiction and nature of
the dispute.

13.3 Priority of Versions

In the event of any discrepancies between different
versions of this Policy, the English version shall
prevail. However, provisions relating to the
processing of personal data of Russian citizens will
always be interpreted in accordance with the
requirements of Russian legislation.



